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Tribunal meeting number 278 
 
Case reference:    183017 

Level 2 provider: Peter Jones t/a Webserve CMS 

Type of service: Information, Connection and/or Signposting Service (ICSS) 

Network operator: Telecoms World Limited 

 

This case was brought against the Level 2 provider under Paragraph 4.5 of the 14th Edition of 

the Code of Practice (“the Code”). 

 

Background 

The case concerned an Information, Connection and/or Signposting Service (“ICSS”) which 

operated on the number range 0843 455 number range (“the Service”). 

The Level 2 provider for the Service was a sole trader, Peter Jones who traded as Webserve 

CMS (“the Level 2 provider”). The Network operator was Telecoms World Limited.  

The Service was first registered on the Executive’s registration scheme on 31 January 2019 

and the Level 2 provider became responsible for the Service on 2 May 2019. The Level 2 

provider registered five trading names with the Executive: “Contact Phone Numbers UK”, 

“Quick Number”, “Contact Universal Credit”, “Gov Benefits” and “Correct Contacts”. On 30 

December 2020, the provider updated “Correct Contacts” to “Runcorn Bridge Tolls”. 

 

Initially, the Service was provided by the registered company Webserve CMS Limited 

(Companies House registration number 07608033). The registered director of the company 

was Peter Jones. However, on 2 May 2019, acting as a sole trader Peter Jones took on the 

obligations of Webserve CMS Limited and the company dissolved from the company registry 

on 28 May 2019. Later, on 29 January 2020, the Executive’s Registration Scheme was updated 

to state the Service was provided by the Level 2 provider. The Executive notes the bank 

account, phone numbers and address for the Level 2 provider remained the same as Webserve 

CMS Limited.  

 

The investigation 
 

During the course of the investigation, the Level 2 provider confirmed that the name of the 

Service was “Telephone directory service, Blogs”. 

 

The Service met the definition of a Type 1 ICSS service. The ICSS Guidance defines a Type 1 

ICSS service as:  
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“‘Call connection’ services. Type 1 services offer connection to a small number of organisations, rather 
than the full range that a national Directory Enquiry (DQ) service provides. In some cases, Type 1 
services may, in addition to connection, offer the number the consumer is seeking.” 

 

The service was currently live and promoting as of the date that the Tribunal considered the 

case. The Level 2 provider stated that the Service cost 7 pence per minute plus phone 

company’s access charges.  

 

The Network Operator and Level 2 provider supplied a list of 175 premium rate numbers 

which were used by the Service. Out of the 175 premium rate numbers supplied, 22 connected 

to helplines for government benefit organisations. These included: 

  

• Universal Credit  

• Budgeting Loans  

• Jobseekers’ Allowance  

• Child Maintenance Service  

• Guardian’s Allowance  

• Disabled Students’ Allowance  

• Personal Independence Payment  

• Employment and Support Allowance 

 
The Service also provided connections to well-known organisations in banking, finance, 

gambling, delivery, holiday, shopping, utilities and more.  

 

The Level 2 confirmed that the Service was promoted on the following domains: 

 

• Contactphonenumbersuk.com 

• Govbenefits.uk  

• Contactuniversalcredit.co.uk   

• familyconcerns.net  

• telephonelists.com 

 

As part of the investigation, the Executive monitored the Service on a number of occasions. 

The “Govbenefits” domain was first monitored on 19 December 2019 using a mobile phone 

and was again monitored on 20 January 2020.  

 

Telephone calls were made to 0843 455 0031 on 19 December 2019 and on 20 January 2020. 

Additional calls were made to 0843 455 0092 and 0843 4550035 on 20 January 2020. 

 

On 22 June 2020 the Executive carried out further monitoring of the Service on a mobile 

telephone. On 23 June 2020 a screenshot was taken of the Service from a desktop PC and 

further monitoring was undertaken using a mobile telephone of the 

“Contactuniversalcredit.co.uk” domain. Further monitoring of the Service took place on 17-18 

September 2020.  
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On 20 December 2020 the domains “Contactphonenumbersuk.com”, “Govbenefits” and 

“Contactuniversalcredit.co.uk” were monitored using a desktop PC.  

 

In response to some of the matters raised by the Level 2 provider, the Executive conducted 

further monitoring of the Service between 23 February and 2 March 2021 on all of the 

domains listed above. Further telephone calls were made by the Executive to a range of 

different numbers which connected to different organisations between 24 and 25 February 

2021. 

 

The Level 2 provider also supplied a video demonstrating the consumer journey and an audio 

file of the Interactive Voice Response (“IVR”). 

 

The Executive noted that some changes were made to the Service by the Level 2 provider. 

These included the addition of a number of disclaimers and an IVR message which stated: 

 

“Calls to this number will cost 7 pence per minute plus your phone company’s access charge. 
Webserve will now connect your call.” 

 

In addition to the monitoring evidence, the Executive also received two complaints in respect 

of the Service as outlined below: 

 

“I googled the number for the benefit office, it gave me the 084 number, telling me it was a free call. 
Even whem i called it, it said it was a free call. I have now been charged £109 for call to a free 
number.” [sic] 

 

“Good afternoon, this form may be submitted twice due to my patchy internet - apologies if so. 
Please be aware that between 28th and 29th April, I made 6 calls to what I believed was the 
Universal Credit helpline, totalling 226 minutes and I was charged £68.91. This is supposed to be a 
free service and the calls do go straight through to Universal Credit. 
I cannot afford these fees and i'd appreciate if you could look into this for me? 
I have been unable to establish from EE who the company making the charges is, as the calls go 
straight through to Universal Credit.” [sic] 

 

Apparent breaches of the Code 
The Executive sent a Warning Notice to the Level 2 provider on 8 February 2021 in which the 

following breaches of the Code were raised: 

 

• Rule 2.3.10 Vulnerability 

• Paragraph 3.4.1 Provider Registration 

• Paragraph 3.11.3 ICSS 1 Special Conditions 

• Paragraph 3.11.3 ICSS 2 Special Conditions 

• Paragraph 3.11.3 ICSS 4 Special Conditions 

• Paragraph 3.11.3 ICSS 5 Special Conditions 

 

On 15 March 2021, the Tribunal reached a decision in respect of the breaches. 
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Submissions and conclusions 
 
Alleged breach 1 

Rule 2.3.10 of the Code 

“PRS must not be promoted or provided in such a way that it results in an unfair advantage being 
taken of any vulnerable group or any vulnerability caused to consumers by their personal 
circumstances where the risk of such a result could have been identified with reasonable foresight”. 

1. The Executive stated that the Level 2 provider had breached rule 2.3.10 of the Code as 

it promoted and provided the service in a way that resulted in unfair advantage being 

taken of financially vulnerable consumers.  

The Executive placed reliance on the PSA Guidance on Vulnerability (“the Guidance on 
Vulnerability”) which outlined that consumers could be considered vulnerable as a 
result of a pre-existing characteristic such as a disability or mental illness and/or could 
also be considered vulnerable as a result of circumstance. The Guidance on 
Vulnerability defined the latter as: 
 
“A temporary or unexpected change in circumstance that might cause distress and result in a 
situation of vulnerability. These are generally considered significant life events that can affect 
anyone and are often unexpected. Unlike characteristic-based causes of vulnerability, 
circumstantial vulnerability tends to be more short or medium term and are temporary in 
nature”   
 
Examples of vulnerability by circumstance given by the Guidance on Vulnerability 
included bereavement, job loss, or loss of income or livelihood.  
 
In addition to defining who could be considered a vulnerable consumer, the Guidance 
on Vulnerability also provided guidance on the requirement to exercise reasonable 
foresight, in line with the requirements of rule 2.3.10 of the Code. The Guidance stated 
that providers were expected to take steps to actively identify and monitor risks and to 
take appropriate action if there was any risk that a service could take unfair advantage 
of vulnerable consumers. 
 
The Executive relied on the evidence of the complainants to assert that the Service had 
been promoted in way that resulted in an unfair advantage being taken of individuals 
who were vulnerable due to circumstance. 
 
The Executive noted that both complainants had been looking for telephone numbers 
for government agencies and that both complainants had believed that the Service was 
free to use. In addition to this, one complainant had explicitly stated that they needed 
Universal Credit and could not afford the charges for a premium rate number. 
 
The Executive also relied on the monitoring evidence that it had gathered throughout 
the course of the investigation in order to demonstrate that the Service was promoted 
in a way that resulted in an unfair advantage being taken of vulnerable consumers. 
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In particular the Executive noted that two of the five domains operated by the Level 2 
provider focused on benefits and tax: 
 
• Contactuniversalcredit.co.uk 
• Govbenefits.uk 
 
In addition to this, the Executive noted that the govbenefits.uk domain solely promoted 
numbers connecting to government benefits and tax helplines.  
 
The Executive relied on the monitoring evidence which it had gathered using a variety 
of search engines between December 2019 and December 2020, a sample of which are 
set out below: 
 
Search engine results: 
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The landing page for the Service: 

                

The Executive noted that the promotions did not state that Service was a premium rate 

call-connection service and that it did not prominently or proximately state the pricing. 

The Service used HMRC logos and did not state the number was free elsewhere. As a 

result of this, the Executive asserted that the promotion of the Service resulted in an 

unfair advantage being taken of financially vulnerable consumers, as consumers had 

not been given sufficient information regarding the cost of the Service which enabled 

them to make an informed decision to use the Service. 

 

After being contacted by the Executive, the Provider added disclaimers to some of its 

websites. The Executives noted that the disclaimers varied depending on the website. 

With some examples being set out below: 

 

“Calls to 0843 numbers on this website will cost 7p/min plus phone company’s access charge. 
This is a call connect service. The direct contact number can be found by clicking here or on 
social media. We are no way associate or affiliate with any of the government agencies or 
companies listed on this website. Trademarks and logos are property of their respective 
owners.” [sic] 

“We operate a call routing service to connect you to your chosen company.  
The 0843 telephone numbers you call are billed at the standard rate of £0.07 pennce per 
minute from a BT Landline plus your access charge, Mobile will cost more, calling from other 
systems and mobile phones may be price according to your serviced provided. 
We are in now way affiliate to, endorsed, or in any way associated with any of the companies 
or Government bodies we list on this website.” [sic] 
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The Provider also added the following to the IVR before onward connection to any of 
the organisations: 
 
“Calls to this number will cost 7 pence per minute plus your phone company’s access charge. 
Webserve will now connect your call.” 

In questioning, the Executive confirmed that the Service was still live. Although the 

Executive accepted that some improvements had been made to the Service, the 

Executive submitted that the Service was still being promoted in such a way so as to 

take unfair advantage of vulnerable consumers. The Executive submitted that the 

disclaimer was still insufficient to prevent this from happening as it was not easily 

legible or prominent in relation to the click to call button. The Executive noted that the 

disclaimer was also below the fold of some of the landing pages captured in the 

monitoring, meaning that it would not always be seen by consumers. 

 

The Executive stated that the provider did not supply any information on its policy for 

handling complaints from financially vulnerable consumers who had unknowingly used 

the Service which they could not afford. When questioned by the Tribunal, the 

Executive clarified that the Level 2 provider did have a contact page which listed a 

contact email address for complainants to request refunds but that there was nothing 

specific in relation to vulnerable consumers. 

 

During the investigation, the Network Operator and Level 2 provider supplied a list of 

175 premium rate numbers allocated to the Level 2 provider and where each number 

connected to. Out of the 175 premium rate numbers supplied, 22 connected to 

helplines for government benefit organisations. These included: 

 

• Universal Credit 

• Budgeting Loans for people on certain benefits 

• Jobseekers’ Allowance (“JSA”) 

• Child Maintenance Service previously known as the Child Support Agency 

(CSA) 

• Guardian’s Allowance for people bringing up a child whose parents have died 

• Disabled Students’ Allowance (DSA) 

• Personal Independence Payment (“PIP”) which can help with extra costs of 

long-term ill-health or disability 

• Employment and Support Allowance (“ESA”) for people who have a disability or 

health condition, or if they are self-isolating because of coronavirus which 

affects how much they can work. 

 

The Executive noted that although 22 numbers connected to government benefit 

organisations, these numbers were promoted far more than the non-benefit numbers. 

The Executive also found a similar disproportionate promotion of benefits helplines on 

the other domains used to promote the Service. 

The Executive accepted that there was some discrepancy as to the overall number of 

premium rate services that had been allocated to the Level 2 provider. In questioning 
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the Executive confirmed that the 175 figure came from the Network Operator, 

however Mr Jones had asserted that he had only 110 numbers. The Executive 

explained that the discrepancy was likely to be as a result of not all of the allocated 

numbers being in use by the Level 2 provider at any one time. 

The Executive submitted that regardless of the discrepancy, the Level 2 provider 

intentionally promoted benefits call-connection numbers more than other 

organisations in order to take unfair advantage of financially vulnerable consumers. 

In conclusion, the Executive argued that the provider had breached rule 2.3.10 for the 

following reasons: 

• the consumers using the Service were more likely than not to be vulnerable as a 

result of circumstance 

• the Executive was of the view that the Level 2 provider had reasonable 

foresight that the users of benefits numbers were vulnerable due to their 

financial circumstances. This was because users of the Service were seeking 

information on financial aid, and it therefore followed that the targeted 

audience of the Service was more likely than not to be financially vulnerable 

consumers in need of government benefits. 

• the disclaimer was insufficient to inform consumers of the cost of the service 

and to prevent unfair advantage being taken of already financially vulnerable 

consumers 

• the provider disproportionately promoted the 22 benefits contact numbers 

more in comparison to its 153 other call connection numbers 

• the complainant accounts demonstrated that they had been unaware of the 

costs of the call or the nature of the Service that they had used. 

 

2. The Level 2 provider attended to make informal representations to the Tribunal.  

 

In its representations, the Level 2 provider stated that it had only ever been allocated 

110 premium rate numbers. The Level 2 provider explained that this was because they 

paid a monthly fee for each number regardless of whether it was in use or not and that 

this fee was for 110 and not 175 numbers. 

 

The Level 2 provider stated that it had not been aware that it had been required to do 

more than it had by adding in the disclaimers and the IVR to make the Service 

compliant. The Level 2 provider stated that it had been unfamiliar with the 

requirements of the Code and the Guidance although it had sought assistance from the 

Network Operator to try to make the Service complaint. The Level 2 provider also 

emphasised that after it had been first made aware of the issue with its Service on 23 

December 2019, it had added in the IVR and the disclaimers and as it did not hear from 

the Executive for some time after that, it took the view that it had been compliant. 

 

When questioned by the Tribunal, the Level 2 provider confirmed that it had not 

undertaken any risk assessment in relation to identifying the risks of the Service to 

consumers who could be considered vulnerable. The Level 2 provider asserted that it 
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was unaware of how to do this. In addition to this, the Level 2 provider confirmed that 

some of the domain URLs had been in use for years and that the Service had been 

promoted in the manner it had to ensure that it appeared high on the list of search 

results as otherwise it would not have been profitable. 

 

The Level 2 provider emphasised that it had not intended to take unfair advantage of 

vulnerable consumers deliberately, and that most of the charges they incurred were as 

a result of the access charges and not the costs of the call. The Level 2 provider 

accepted that consumers were calling the number only as a result of the promotion but 

stated that it had never received any complaints regarding the Service. The Level 2 

provider asserted that if it had received any complaints it would not be able to 

ascertain how much consumers had paid to use the Service. 

 

The Level 2 provider stated that the Executive’s guidance and processes were not easy 

to understand and that while it took responsibility, any issues with the Service were as 

a result of this rather than any deliberate intention to do harm. The Level 2 provider 

indicated that it was willing to work with the Executive to make the Service compliant 

and that it had contacted the Compliance Team a week and a half before.  

 

3. The Tribunal carefully considered all of the evidence before it in addition to the written 

and oral representations made by the Level 2 provider. 

 

The Tribunal first considered whether the consumers that had used the 22 numbers 

which connected to government benefit organisations could be considered to be 

vulnerable within the meaning of the Code. The Tribunal considered the Guidance on 

Vulnerability in conjunction with the complainant evidence. The Tribunal decided that 

it was more likely than not that consumers contacting services related to benefits such 

as Universal Credit were vulnerable as a result of circumstance. This was because only 

consumers who required financial assistance and government benefits were likely to 

need to contact the government benefit organisations that the Service connected to.  

 

The Tribunal then went on to consider whether the Service was promoted in a manner 

which resulted in unfair advantage to vulnerable consumers. The Tribunal accepted the 

Executive’s evidence that the 22 numbers which connected to the government benefit 

organisations were promoted more than the other numbers which connected to other 

organisations. The Tribunal was not of the view that it was material that there was a 

discrepancy as to the total number of premium rate numbers allocated to the Level 2 

provider as its deliberations in relation to this breach focused on the 22 numbers that 

connected to the government benefit organisations.  

 

The Tribunal accepted that the Level 2 provider had made some changes to the Service 

by adding an IVR and a disclaimer, however the Tribunal agreed with the Executive that 

these were insufficient. The Tribunal noted for example that the disclaimers were 

sometimes hard to see and were not always proximate to the call-to-action button. The 

Tribunal therefore decided that there was still insufficient information in relation to 

the cost and nature of the Service to allow consumers who were vulnerable to make an 
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informed decision to use the Service. Accordingly, it was more likely than not that the 

Service had been promoted in a manner that resulted in unfair advantage being taken 

of vulnerable consumers. 

 

The Tribunal was of the view that the risk of vulnerable consumers being taken unfair 

advantage of by the Service was identifiable with reasonable foresight. This was due to 

the nature of the numbers that the Service connected to, such as the number for 

Universal Credit, and the circumstances of the consumers that were likely to need to 

speak to those agencies. The Tribunal however noted that the Level 2 provider had not 

carried out any risk assessment in relation to this issue and had not put in place a 

complaints process that took account of consumer vulnerability specifically. The 

Tribunal further noted that the Level 2 provider stated that no-one had ever used the 

complaints process provided. 

 

For all of the reasons set out above the Tribunal decided that on the balance of 

probabilities a breach of rule 2.3.10 had occurred and accordingly the breach was 

found proved. 

 

Decision: UPHELD 

 

Alleged breach 2 

 
Paragraph 3.4.1 – Provider registration 

“Before providing any PRS all Network operators, Level 1 and Level 2 providers must register with the 
PSA subject only to paragraph 3.4.3 below.” 

 
1. The Executive asserted that a breach of paragraph 3.4.1 had occurred from May 2019 

to January 2020 as the Level 2 provider had failed to keep its registration information 
accurate and/or up to date and was not therefore registered correctly. The Executive 
confirmed that this breach had since been rectified. 
 
The Executive relied on monitoring evidence of the Registrations Database, which 
demonstrated that during this period a dissolved company was stated to be the 
provider of the Service. 
 
The Executive asserted that the effect of this was that during this period of time, 
consumers were unable to contact the correct service provider and the Executive was 
unable to pursue its regulatory duties until it had received confirmation from the 
Network operator as to the correct legal entity providing the service.  
 

2. The Level 2 provider asserted that it had not realised that there was a problem with its 
registration. This is because the Level 2 provider had taken on the obligations of the 
dissolved company that previously ran the Service and had paid the fee, so it had 
assumed that it did not need to alter its registration. In addition to this the Level 2 
provider explained that as it was the Director of the original dissolved company that 
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initially ran the Service, it would still have received all communications regarding the 
Service from consumers or the Executive. 
 

3. The Tribunal carefully considered the evidence before it and the oral and written 
representations of the Level 2 provider. The Tribunal noted that it was in effect 
accepted by the Level 2 provider that it had not altered the registration details for the 
Service between May 2019 – January 2020 at the stage that it took over the 
obligations of the dissolved company. The Tribunal accepted the Level 2 provider’s 
assertions that this had not been done deliberately but nonetheless was of the view 
that a breach of paragraph 3.1.4 had occurred on the balance of probabilities. 
 

Decision: UPHELD 
 
 
Alleged breach 3 
 
Paragraph 3.11.3 Special Conditions 
 
ICSS 1 “All search engine advertising and search results, including map-based search results, must 
contain an accurate description of the true nature of the service and not use any language or 
marketing techniques which may mislead the consumer into believing that the service is the helpline 
or information service of the organisation the consumer is seeking. For example, the promotion or 
search result should say “premium rate connection service” or “Call connection service” for Type 1 
ICSS, and “Information assistance service” for Type 2 ICSS. Such information must be prominent on-
screen when the consumer views search engine promotions and search engine results. For the 
avoidance of doubt alternative phrases may be used where they meet the description requirement of 
this condition.” 
 

1. The Executive asserted that a breach of ICSS 1 has occurred because the search engine 

results did not state an accurate description of the true nature of the service. The 

Executive submitted that this misled consumers into believing the Service was not a 

premium rate call-connection service. 

 

The Executive relied on the monitoring evidence that it had gathered to demonstrate 

that the search engine results for the Service did not contain an accurate description of 

the true nature of the Service: 
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The Executive also relied on the complainant evidence which showed that both 

complainants had thought that they were contacting the organisation directly. 

 

In conclusion, the Executive submitted that the Level 2 provider had not attempted to 

make any changes to the Service in this respect and that a breach had therefore 

occurred. 

 

2. The Level 2 provider denied the breach.  

 

The Level 2 provider stated that the sections of text that appeared were due to the 

search engines and how they displayed information. The Level 2 provider explained 

that it was a common marketing tactic to use key words to ensure that the Service 
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appeared prominently in search results but that it had never intended to mislead 

consumers.  

 

The Level 2 provider submitted that it had thought that the disclaimers which it had 

added in combination with the IVR messages was sufficient to not mislead consumers, 

but that it was willing to carry out further work to ensure compliance with the Code as 

required. 

 

3. The Tribunal gave careful consideration to all of the evidence before it, including the 

evidence from the Level 2 provider.  

 

The Tribunal was of the view that the evidence submitted by the Executive by way of 

the monitoring evidence and the complainant evidence was compelling. In particular, 

the Tribunal noted that the screenshots of the Service used words and phrases to 

describe the nature of the benefits that some of the organisations were able to 

provide. It noted that some of the screenshots also showed the agencies’ logos which 

would increase the consumers’ confidence that they were using an official service. The 

Tribunal was of the view that a consumer looking at this information was more likely 

than not to be misled into believing that they were contacting the organisation itself 

directly. The Tribunal also accepted the accounts given by the two complainants 

which both stated that the complainants had not realised that they were calling a 

connection service as opposed to the organisation itself. 
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Although the Tribunal noted that it may not have been the intention of the Level 2 

provider to deliberately mislead consumers, the Tribunal was of the view that it was 

the responsibility of the Level 2 provider to ensure that the Service was promoted in a 

way that did not mislead consumers. The Tribunal accepted that the Level 2 provider 

had taken some steps to improve the Service but was of the view that these were not 

sufficient to remedy this breach. This is because this breach was concerned with the 

information that appeared about the Service in various search engines.  

 

In light of the above, the Tribunal were persuaded on the balance of probabilities that 

the breach of paragraph 3.11.3 Special Condition ICSS 1 had occurred. 

 

Decision: UPHELD 

 

Alleged breach 4 
 
Paragraph 3.11 3 Special Conditions 
 
ICSS 2 “Services must not promote using URLs which mislead the consumer into believing the ICSS 
website is associated with the organisation they are seeking; this includes (but is not limited to) the 
domain name and any subdomain.” 
 

1. The Executive submitted that the Level 2 provider had acted in breach of Special 

Condition ICSS 2 as it promoted the Service using URLs which could mislead the 

consumer into believing that the Service website was associated with the government 

organisations that the consumer was seeking. 

 

The Executive explained that a URL consisted of the entire website address and that 

the URL would contain the domain name which was the main name of the website 

address. The Executive further explained that a URL would also contain a directory at 

the end which was specific to the location or the page being viewed. 

 

The Executive observed that the full URLs which promoted the Service varied 

depending on the end organisations that the call connected to. However, the 

Executive provided some examples of the URLs used by the Level 2 provider to 

promote the Service: 

 

• https://www.contactphonenumbersuk.com/working-tax-credit-phone-

number/  

• https://www.contactphonenumbersuk.com/barclays-contact-number/  

• https://govbenefits.uk/budgeting-loan-number/  

• https://govbenefits.uk/universal-credit-number/  

• https://www.contactuniversalcredit.co.uk/how-to-appeal/  

• https://www.contactuniversalcredit.co.uk/pip-helpline/  

• https://www.familyconcerns.net/jsa-contact-number/  

• https://www.familyconcerns.net/child-maintenance-service/  

https://www.contactphonenumbersuk.com/working-tax-credit-phone-number/
https://www.contactphonenumbersuk.com/working-tax-credit-phone-number/
https://www.contactphonenumbersuk.com/barclays-contact-number/
https://govbenefits.uk/budgeting-loan-number/
https://govbenefits.uk/universal-credit-number/
https://www.contactuniversalcredit.co.uk/how-to-appeal/
https://www.contactuniversalcredit.co.uk/pip-helpline/
https://www.familyconcerns.net/jsa-contact-number/
https://www.familyconcerns.net/child-maintenance-service/
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• https://www.telephonelists.com/tax-refund-number/  

• https://www.telephonelists.com/self-assessment-helpline/ 

 

The Executive submitted that the domain names used by the Level 2 provider included 

names such as “Govbenefits.uk”, “Contactuniversalcredit.co.uk” and 

“familyconcerns.net” were misleading. In particular, the Executive asserted that 

“gov.uk” was known to be an official domain name for the British Government and 

that similarity between this and “Govbenefits.uk” was more likely than not to mislead 

consumers into thinking that they were contacting a government department directly.  

 

The Executive also argued that the domains “Contactuniversalcredit.co.uk” and 

“familyconcerns.net” gave no indication to consumers as to the true nature of the 

Service.  

 

The Executive also relied on the complainant evidence which demonstrated that the 

consumers concerned had been unaware that they were contacting a call connection 

service.  

 

In conclusion, the Executive submitted that the Level 2 provider had used URLs which 

misled consumers into believing that the Service was connected with the government 

organisations which they were seeking. 

 

2. The Level 2 provider explained that it had used the domain names in question for a 

number of years and had been unaware that there were any concerns in relation the 

URLs that were used to promote the Service. The Level 2 provider submitted that it 

had never received any complaints regarding the Service and that it had never 

intended to mislead any consumers through the use of the domain names concerned. 

 

The Level 2 provider stated that it had been unaware of the Special conditions for 

ICSS and that it had thought a disclaimer and an IVR were sufficient to be compliant 

with the Code. The Level 2 provider re-iterated that it had sought advice from the 

Network Operator to try to make the Service compliant. However, the Level 2 

accepted that ultimately it was its responsibility to ensure compliance. 

 

The Level 2 provider explained that when it had initially entered the premium rate 

services market, the numbers that were used by the Service were not subject to 

regulation by the Executive. The Level 2 provider stated that while it was aware that 

the numbers had become regulated (as a result of contact from the Network 

Operator) it had not appreciated that it needed to alter the domain names in order to 

adhere to the requirements of the Code including the Special conditions. 

 

3. The Tribunal examined all of the evidence before it, including the representations by 

the Level 2 provider.  

 

https://www.telephonelists.com/tax-refund-number/
https://www.telephonelists.com/self-assessment-helpline/
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The Tribunal was of the view that the URLs used to promote the Service were capable 

of misleading consumers into believing that the Service was associated with the 

various government organisations that it connected to. In particular, the Tribunal 

considered that the use of the domain “govbenefits.uk” within a URL was particularly 

misleading as it gave the impression that a consumer would be contacting a 

government organisation with the gov.uk domain. It also noted the use of government 

agency logos. The Tribunal also took note of the complainant evidence which made it 

clear that the consumers had not appreciated that the Service they were using was a 

premium rate service that was not connected to the organisation that they were 

trying to contact.  

 

The Tribunal accepted that the Level 2 provider may have used the domain names for 

a number of years and did not perceive this was a problem. Nonetheless, the Tribunal 

was of the view that it was the responsibility of the Level 2 provider, as a regulated 

service, to ensure that it familiarised itself with the Special conditions that apply to its 

services. 

 

In light of the above the Tribunal was satisfied on the balance of probabilities that a 

breach of paragraph 3.11.3 Special Condition ICSS 2 had occurred. 

 

Decision: UPHELD 

 

Alleged breach 5 
 
Paragraph 3.11 3 Special Conditions 
 
ICSS 4 “All promotional material must be distinct in appearance from that of the organisation 
being sought by the consumer. Promotions must not use descriptions, colour, typeface or logos or 
marks which imitate, or may be perceived to imitate the organisation the consumer is seeking, nor 
should any official logos or marks of those organisations be used. Promotions must not imply that 
the information being provided to the consumer is unique to an ICSS when the same information is 
available from the relevant organisation” 
 

1. The Executive relied on the monitoring evidence that it had gathered to demonstrate 

that a breach of paragraph 3.11.3 Special Conditions ICSS 4 had occurred as set out 

below: 
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The Executive submitted that the monitoring demonstrated that the Service had used 

the actual end organisation’s logos in its promotion. The Executive submitted that as 

the logos appeared in close proximity to the click-to-call premium rate number, this 

was more likely than not to mislead consumers into believing that they were contacting 

the relevant end organisation directly. 

 

The Executive further noted that the Level 2 provider had made no attempt to remove 

the logos from the Service promotion. 

  

2. The Level 2 provider stated that it had been unaware that the use of company logos 

was not permitted by the Special conditions for all of the reasons it had previously 

stated. The Level 2 provider stated that it would remove the logos as required to 

ensure that consumers were not mislead into using the Service. 

 

3. The Tribunal considered the evidence before it. The Executive was of the view that the 

use of familiar and well-known logos in the promotion of the Service meant that 

consumers were unlikely to draw any distinction between the Service and the end 

organisation. 

 
The Tribunal noted that the Level 2 provider stated it had not  been aware of the 

requirements of the ICSS Special Conditions as whole, but as before took the view that 

it was the responsibility of the Level 2 provider to ensure adherence to the Code 

including the Special Conditions.  

 

Accordingly, the Tribunal was satisfied on the balance of probabilities that a breach of 

paragraph 3.11.3 of the Code had occurred.  

 

Decision: UPHELD 

 

Alleged breach 6 
 
Paragraph 3.11.3 Special Conditions 
 
ICSS 5 “Promotional webpages containing the call to action must display the accurate description of 
the true nature of the service, cost of the call per minute and/or per call followed by the words “plus 
your phone company’s access charge”, and provider name prominently in close proximity to the call to 
action, e.g. “call connection service, calls cost £X.XXp per minute or £X.XXp plus your phone 
company’s access charge, operated by XXX Ltd”.” 
 

1. The Executive relied on the monitoring of the Service to assert that a breach of Special 

Condition ICSS 5 had occurred. In particular the Executive asserted that: 

 

• pricing was not proximate to the click-to-call at each instance 

• pricing was occasionally displayed as 5p per minute or £0.07 when the true cost 

of the service should have been stated as 7p per minute 
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• promotional webpages did not prominently state who the provider of the 

Service was 

• the disclaimer later added by the provider was not easily legible, in small and 

sometimes italicised font. 

 

The Executive submitted that the pricing was not sufficient to inform consumers of the 

pricing in any of the Service’s promotional webpages as evidenced by the extensive 

monitoring evidence that it had gathered (a sample of which is included below): 
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The Executive outlined that when made aware of the Executive’s concerns regarding 
pricing information, the Level 2 Provider added the following to the Service webpages 
on 22 December 2019: 
 

  
 
 

The Executive responded to the Level 2 provider in relation to the changes advising 

that they were insufficient as follows: 
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 “This would not be deemed prominent especially as a click to call action button is available.”  

 

The Executive referred the Level 2 provider to the Compliance Team in order to seek 

further advice and sent the Level 2 provider a link to the Guidance on the Special 

Conditions for ICSS. The Level 2 provider responded by making further changes which 

included the insertion of the following disclaimer: 

 

 
 

The Executive noted that the above disclaimer added was not easily legible, and that 

the pricing was not prominent or proximate in each instance to the click-to-call 

premium rate number displayed on the webpages. 

 

When questioned by the Tribunal, the Executive confirmed that it had offered the 

Level 2 provider assistance in order to assist its understanding of the requirements of 

the Code. In particular the Executive had offered the Level 2 provider a meeting with 

the Compliance Team in the event that corresponding by email alone was too difficult 

to understand. 

 

Although the Executive recognised that the Level 2 provider had made changes to the 

Service which meant that it was no longer being promoted without any pricing 

information, the Executive submitted that these changes were not adequate. The 

Executive argued that the pricing on occasion remained incorrect and that it was not 

always prominent (given the small italic font used) or proximate to the call-to-action 

button. In addition to this, the Executive argued that the provider’s name did not 

always appear. The Executive stated that it had tried to assist the Level 2 provider to 

ensure its compliance with the requirements of the Code but that it was ultimately the 

responsibility of the Level 2 provider to ensure that the Service was compliant. 

 

As a result of all of the above the Executive submitted that the Provider had breached 

Paragraph 3.11.3 Special Condition ICSS 5. 

 

2. The Level 2 provider explained that it had made changes to the Service soon after it 

was notified by the Executive that the Service was non-compliant. The Level 2 provider 

also stated that it had amended the original disclaimer on the advice of the Executive 

and that it had considered the changes that it had made to be sufficient. 

 

The Level 2 provider indicated that the Code and the various guidance which was 

issued by the Executive was not always easy to follow or understand. The Level 2 

provider indicated that it had sought advice from the Network Operator on compliance 
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and that it had thought that the disclaimer was sufficient to ensure compliance with the 

Code.  

 

When questioned by the Tribunal the Level 2 provider confirmed that it had only added 

disclaimers to some of the promotions for the Service which it considered to be high 

risk. The Level 2 provider confirmed that it intended to add the disclaimers to all of the 

promotions for the Services but that it had limited resources to enable this to be done. 

 

 The Level 2 provider confirmed that it had now contacted the Executive’s Compliance 

Team (in the week and a half prior to the hearing). The Level 2 provider confirmed that 

it had not contacted the Compliance Team previously as it had thought that the 

disclaimer it had added was sufficient as it now included the pricing. 

 

The Level 2 provider indicated that it was willing to make further changes to the 

Service in order to ensure that it was compliant. 

 

3. The Tribunal carefully considered all of the evidence before it including the 

representations made by Level 2 provider both in writing and at the Tribunal. 

 

The Tribunal agreed that the disclaimers which had been added by the Level 2 provider 

represented a limited improvement on the Service as a whole. However, the Tribunal 

was concerned that not all of the promotions for the Service included the disclaimer. In 

addition to this the Tribunal also noted that the disclaimer sometimes appeared to be 

in a very small, italicised font which meant that it was not prominent and/or proximate 

to the call-to-action button. The Tribunal noted that the Executive had conducted 

recent monitoring of the Service (in February 2021) which demonstrated that this was 

still the case for many of the promotions for the Service. 

 

The Tribunal considered the representations that the Level 2 provider had made 

regarding the difficulties it faced in understanding the requirements of the Code and 

Guidance issued by the Executive. The Tribunal noted that the Executive had taken 

steps to assist the Level 2 provider, by for example providing the Level 2 provider with 

links to the “read aloud text-to-read” function for PDF documents in February 2021 

and also through offering a meeting with the Compliance Team as set out in an email of 

12 February 2021 although this was not ordinarily done.  

 

While the Tribunal was sympathetic to some of the difficulties faced by the Level 2 

provider, it took the view that this did not detract from the responsibility of the Level 2 

provider to ensure that the Services which it ran and promoted were compliant with 

the Code. The Tribunal noted that the Level 2 provider had first been notified 

regarding the concerns about the Service on 23 December 2019 and that it had 

therefore had ample time to familiarise itself with the requirements and to make the 

changes required. The Tribunal observed that while the Level 2 provider may have 

thought that the disclaimer was sufficient it had not sought compliance advice until 

very recently and it was not the case that the Executive had given any assurances that 

the Service was compliant. 
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Accordingly, the Tribunal decided that on the balance of probabilities a breach of 

Paragraph 3.11.3 Special Condition ICSS 5 had occurred. 

 

Decision: UPHELD 

 

Assessment of breach severity 
 

The Tribunal’s initial assessment of the breaches of the Code was that they were, overall, very 

serious. In making this assessment, the Tribunal found the following: 

 

Rule 2.3.10 – Vulnerability 
 

This breach was very serious. 

 
The Tribunal considered the breach to be very serious. While the Tribunal accepted that the 

breach may have been committed recklessly, the result of the breach was that it took unfair 

advantage of consumers who were in a position of vulnerability. 

 

The Tribunal considered that the breach was also likely to severely damage consumer 

confidence in premium rate services as a result of the unfair advantage that had resulted to 

vulnerable consumers.  

 

The Tribunal also noted that the complainant accounts received indicated that consumers had 

incurred a very high cost. Specifically, in relation to the 22 numbers that connected to 

government benefit organisations, the Tribunal also noted that the Service was incapable of 

providing purported value to consumers. This was because the Service connected consumers 

who were likely to be vulnerable as a result of financial circumstances to numbers that would 

otherwise have been free to call, which resulted in them incurring a cost that could have been 

avoided. The Tribunal also took the view that the breach was still ongoing and was therefore of 

a lengthy duration. 

 
Paragraph 3.4.1 – Registration 
 

This breach was significant. 

 
The Tribunal accepted that the breach was committed negligently as opposed to deliberately. 

The Tribunal was of the view that the breach was of a significant duration. While the provider 

did eventually update its registration, for over a year a dissolved company was registered as 

the provider of the Service.  

 

Paragraph 3.11.3 ICSS 1 Special Conditions 
 

This breach was very serious. 
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The Tribunal considered that the breach of the Special conditions for an ICSS was likely to 

severely damage consumer confidence in the premium rate services market as Special 

conditions were in place to ensure that Services which could present a higher risk were 

compliant.  

 

The Tribunal noted that the breach was of a lengthy duration and that it contributed to at least 

two complainants incurring very high costs. The Tribunal was of the view that the breach may 

not have been committed intentionally but it had been committed recklessly. 

 

Paragraph 3.11.3 ICSS 2 Special Conditions 
 

This breach was very serious. 

 

The Tribunal considered that as with the previous breach, a breach of the Special conditions 

for an ICSS was likely to severely damage consumer confidence in the premium rate services 

market as Special conditions were in place to ensure that Services which could present a 

higher risk were complaint. In relation to this breach specifically, the Tribunal considered that 

there was likely to be a clear and highly detrimental impact to consumers who were misled by 

the URL into believing that the Service was the official organisation that they were seeking. 

 

The Tribunal noted that the breach was of a lengthy duration and that it contributed to at least 

two complaints incurring very high costs. The Tribunal was of the view that the breach may not 

have been committed intentionally but it had been committed recklessly. 

 

 
Paragraph 3.11.3 ICSS 4 Special Conditions 
 
This breach was very serious. 

 
The Tribunal considered that the breach was repeated throughout the promotions of the 

Service and was therefore likely to damage consumer confidence in premium rate market as 

consumers were misled to believe they were contacting the true organisations by the use of 

logos. The Tribunal considered that this breach was also likely to have a detrimental impact on 

consumers and that it occurred for a lengthy duration. 

 

The Tribunal was of the view that the breach may not have been committed intentionally but it 

had been committed recklessly. 

 

Paragraph 3.11.3 ICSS 5 Special Conditions 
 
This breach was very serious. 

 
The Tribunal decided that this breach had the potential to severely damage consumer 

confidence in premium rate services and to have a detrimental impact on consumers. The 

Tribunal was also of the view that the lack of clear pricing and the information required by 

ICSS 5 meant that had meant that the consumers were likely to incur high costs. 
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The Tribunal considered that while there were some improvements to the website and IVR, 

both failed to include the information required by ICSS 5 and therefore the breach occurred 

over a lengthy duration.  

 
The Tribunal was of the view that the breach may not have been committed intentionally, but 

it was committed recklessly. 

 

Sanctions 
 

Initial assessment of sanctions 

 
The Executive’s initial assessment, before any potential uplift or downgrade in light of 

aggravating or mitigating features, was that the following sanctions were appropriate based on 

a preliminary assessment of the breaches as very serious: 

 

• formal reprimand   

• compliance advice is sought and implemented to the satisfaction of the Executive 

• a prohibition on the provider from providing, or having any involvement in, any 

premium rate service for a period of five years, or until all sanctions imposed are 

complied with, whichever is the later 

• arequirement that the Level 2 provider must refund all consumers who claim a refund 

for the full amount spent by them on the Service within 28 days of their claim, save 

where there is good cause to believe that such claims are not valid, and provide 

evidence to PSA that such refunds have been made 

• a fine of of £1,300,000.00 compromised of: 

 

Rule 2.3.10 - £250,000 

Paragraph 3.4.1 - £50,000 

Paragraph 3.11.3 ICSS 1 - £250,000 

Paragraph 3.11.3 ICSS 2 - £ 250,000 

Paragraph 3.11.3 ICSS 4 - £250,000 

Paragraph 3.11.3 ICSS 5 - £ 250,000 

 

The Level 2 provider within its written response indicated that it would agree to the formal 

reprimand, compliance advice and general refunds sanctions. In relation to the prohibition, the 

Level 2 provider did not indicate that it accepted this as it stated that it had never intended to 

cause any harm to consumers. The Level 2 provider did not make any specific representations 

in relation to the fine proposed at the initial assessment stage. 

 

The Tribunal considered the initial assessment of sanctions carefully. The Tribunal was mindful 

it had found that the breaches had been committed recklessly as opposed to intentionally 

(save for the breach of Paragraph 3.4.1 which was negligent). The Tribunal noted that the Level 

2 provider was willing to and had in fact taken some steps (albeit inadequate ones) to improve 

the Service.  
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The Tribunal agreed with the recommendations by the Executive for a formal reprimand, 

compliance advice, general refunds and a fine of £1,300,000 at the initial assessment stage.  

The Tribunal gave serious consideration to the recommended prohibition. Although the 

Tribunal was conscious that it was only at the initial assessment of sanctions stage which 

meant that it had not considered any aggravation or mitigation. However, the Tribunal was of 

the view that a bar rather than a prohibition was the more proportionate sanction.  

 

This was because a prohibition would serve only to prohibit the Level 2 provider as a sole 

trader from involvement with premium rate services but would not prevent the Service from 

being run by a Ltd company or any other legal entity. In addition to this, the Tribunal was also 

of the view that while it had not yet considered aggravation and mitigation that it was clear 

that the Level 2 provider had made some improvements, and that a bar would allow the Level 2 

provider an opportunity to do this while at the same time protecting consumers. 

 

The Tribunal accordingly amended the initial assessment of sanctions to the following: 

 

•  formal reprimand   

• compliance advice is sought and implemented to the satisfaction of the Executive 

• that access to the Level 2 provider’s Service and all of its numbers is barred for a period 

of two years or until the Level 2 provider has paid its fine and administration charges in 

full and sought and implemented compliance advice to the satisfaction of the PSA, 

whichever is the later 

• a requirement that the Level 2 provider must refund all consumers who claim a refund 

for the full amount spent by them on the Service within 28 days of their claim, save 

where there is good cause to believe that such claims are not valid, and provide 

evidence to PSA that such refunds have been made 

• a fine of of £1,300,000.00 compromised of: 

 

Rule 2.3.10 - £250,000 

Paragraph 3.4.1 - £50,000 

Paragraph 3.11.3 ICSS 1 - £250,000 

Paragraph 3.11.3 ICSS 2 - £ 250,000 

Paragraph 3.11.3 ICSS 4 - £250,000 

Paragraph 3.11.3 ICSS 5 - £ 250,000 

 

Proportionality assessment 
 

Assessment of aggravating and mitigating factors 

 

Aggravation 
 
The Executive submitted that there were a number of aggravating factors which went to the 

investigation as a whole.  
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The Executive asserted that the Level 2 provider had failed to follow the Guidance, which had 

it been followed it could have prevented the breaches from occurring. In addition to this, prior 

to the above breaches occurring, the Executive had given general compliance updates and 

published adjudications on its website in relation to ICSS which made it clear what was 

expected of such services.  

 

The Executive also submitted that it was also an aggravating factor that the breaches had 

continued after the Level 2 provider had been made aware of them. The Executive argued that 

while some changes were made to the Service these had not resulted in the Service becoming 

compliant which meant that the breaches had endured over a significant period of time.  

 

The Level 2 provider indicated that it had not been aware of the requirements of the Code and 

any Guidance and that it had found these difficult to understand. The Level 2 provider re-

iterated that it had not intended to cause any harm to consumers and that it had made changes 

to the Service which it had considered were adequate such as the addition of a disclaimer. 

 

The Tribunal was of the view that while the Level 2 provider did fail to follow published 

Guidance or take note of previous adjudications, this had already been taken account of in its 

consideration to the breaches and was not therefore an additional aggravating factor. The 

Tribunal was also of the view that while it was correct to say that the breaches had continued 

after the Level 2 provider had become of aware of them, this again had already been taken 

account of in the assessment of breach severity and it did not therefore consider this to be a 

separate aggravating factor. 

 

The Tribunal also considered that any unfair advantage that had been taken of consumers who 

were vulnerable (even during the COVID-19 pandemic) was not separate aggravation but was 

instead an inherent part of the breach of rule 2.3.10. 

 

Mitigation  
 

The Executive submitted that the Level 2 provider had attempted to remedy the breaches 

once they became aware of them in December 2019.  

 

The Level 2 provider had put forward a number of mitigating factors when making 

representations to the Tribunal. The Level 2 provider had indicated that he had made changes 

to the Service through the inclusion of the disclaimer and the IVR after becoming aware that 

the Service was non-compliant. In addition to this the Level 2 provider indicated that he had 

not understood the Code requirements or some of the Executive’s Guidance but that he had 

tried to establish what he should do in order to remain compliant. The Level 2 provider also 

indicated that he had engaged with the Executive and that he would be willing to make any 

further changes as necessary. 

 

The Tribunal recognised that some changes had been made to the Service but was of the view 

that these changes were inadequate as they did not result in the Service being made compliant. 

The Tribunal also noted that the changes had not been applied to all of the promotions for the 

Service. The Tribunal accepted that this was a mitigating factor but was of the view that it was 
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limited in weight. The Tribunal did not consider it as mitigating that the first breach found 

proved (rule 2.3.10 Vulnerability) was only applicable to 22 of the numbers that the Service 

used. 

 

The Tribunal did not consider the difficulties that the Level 2 provider had in understanding 

the Code or the Guidance as a mitigating factor to the investigation as a whole. The Tribunal 

considered that while the Level 2 provider may have had some difficulties as described, the 

onus was on the Level 2 provider to ensure that the Service was compliant. 

 

The Tribunal noted that the Level 2 provider had engaged with the Executive throughout the 

course of the investigation and that it displayed a willingness to make further changes to the 

Service. Although the Tribunal regarded this as positive, the Tribunal was of the view that as 

the provider of a regulated service, the Level 2 provider was obliged to engage with the 

Executive to ensure compliance. Accordingly, the Tribunal did not consider this to be an 

additional mitigating factor of the case. 

 

Financial benefit/Need for deterrence  
 

The Executive stated that the Level 2 provider had generated an estimated £45,562.13 (out of 

a total Service revenue of £74,532.35).  

 

The Executive submitted that the revenue flowed directly from the breaches in the case (save 

for the breach of paragraph 3.4.1). The Executive argued that the breaches had occurred 

throughout the operation of the Service as the attempts to remedy the breach had been 

insufficient. In addition to this, the Executive submitted that the nature of the breaches 

(misleading URLs, use of logos, insufficient information regarding pricing and the true nature of 

the Service) meant that consumers had not been provided with sufficient information to make 

an informed decision in relation to using the Service at all. 

 

The Executive argued that, in light of the seriousness of the breaches and the need to deter 

conduct of this nature, there was a need to remove this financial benefit accrued from the 

breaches, through the imposition of a substantial fine.  

 

The Level 2 provider indicated that the revenue figure of £45,562.13 was incorrect as it took 

account of revenue that was obtained prior to the start of the investigation and as it did not 

take account of recent revenue. The Level 2 provider also indicated that the revenue had fallen 

in recent months with the figure being £1,353 for January 2021.  

 

The Tribunal considered the revenue figure that it should use for the purposes of sanctioning. 

It noted that while the Level 2 provider appeared to dispute the revenue figure the Level 2 

provider had not put forward any evidence to support an alternative level of revenue. The 

Tribunal was therefore of the view that in the absence of any other evidence it considered that 

figure of £45,562.13 to be the revenue figure. 
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The Tribunal was satisfied that the revenue flowed from the breaches for the reasons 

advanced by the Executive. The Tribunal also agreed that there was a need to remove the 

financial benefit accrued from the Service given the nature of breaches in order to send out a 

clear message to the wider industry that services which take unfair advantage of consumers 

and/or mislead consumers were not acceptable. 

 

Sanctions adjustment  
 

The Executive stated that the recommended initial fine amount far exceeded the revenue 

generated and that the recommended fine, in combination with the recommended non-

financial sanctions, would be likely to have a significant impact upon the Level 2 provider. 

 

In light of this the Executive submitted that the recommended fine amount should be adjusted 

downwards in the interests of proportionality, to a total fine of £200,000.  

 

The Level 2 provider indicated that it would not be in a position to pay any fine. 

 

The Tribunal noted that it did not have any evidence before it in relation to the specific 

financial circumstances of the Level 2 provider and its ability to pay a fine. However, the 

Tribunal agreed that a fine was likely to have a significant impact on the Level 2 provider given 

that the Level 2 provider was a sole trader.  

 

The Tribunal decided that despite this impact, it was still necessary to impose a financial 

penalty on the Level 2 provider in order to ensure that the sanctioning objective of credible 

deterrence was achieved.  

 

The Tribunal agreed with the Executive that it was appropriate to adjust the initial 

recommended fine downwards in order to ensure a proportionate outcome. The Tribunal was 

however of the view that the figure of £200,000 as recommended by the Executive was still 

too high given the likely impact on the Level 2 provider.  

 

The Tribunal decided that a lower figure of £135,000 was sufficient to achieve the sanctioning 

objective of credible deterrence in combination with the other sanctions. The Tribunal 

considered that this amount still removed the revenue which had been generated by the 

Service and represented a significant uplift from the revenue that had been made. Accordingly, 

the Tribunal was of the view that this figure was appropriate and proportionate in balancing 

the impact on the Level 2 provider with the need to achieve credible deterrence through 

sanctioning. 

 

Sanctions imposed 
 

• formal reprimand   

• compliance advice is sought and implemented to the satisfaction of the Executive 

• that access to the Level 2 provider’s Service and all of its numbers is barred for a period 

of two years or until the Level 2 provider has paid its fine and administration charges in 
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full and sought and implemented compliance advice to the satisfaction of the PSA, 

whichever is the later 

• a requirement that the Level 2 provider must refund all consumers who claim a refund 

for the full amount spent by them on the Service within 28 days of their claim, save 

where there is good cause to believe that such claims are not valid, and provide 

evidence to PSA that such refunds have been made 

• a fine of £135,000. 

 

 

Administrative charge recommendation: 100% 
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